In phishing, you are the fish.

“Phishing” is when an attacker sends emails with the intent of tricking you into clicking a link or providing sensitive information, such as Social Security numbers, credit cards, or passwords. These emails usually look suspicious and claim to come from a legitimate company encouraging you to take an unsafe action.

If you receive something suspicious, contact ITS Support or forward to spam@med.cornell.edu for further investigation.

http://phish.weill.cornell.edu